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ABSTRACT 
The paper investigates the application of blockchain in logistics 

on true potential. Also, for each application, a time estimation 

is given for the adoption of blockchain in logistics. In order to 

have a grounded view on the potential of blockchain 

technology as a whole, a literature review is done on the 

strengths, weaknesses, opportunities and threats of blockchain 

technology, which are summarized a SWOT diagram. Besides, 

a literature review and expert interview are done for 

applications of blockchain in logistics. This resulted in “Track 

and Trace” and “Digitalization of paperwork” as main 

applications of blockchain in logistics, of which “Track and 

Trace” has high potential to disturb logistics on the short-term, 

and “Digitalization of paperwork” can be useful in logistics on 

short-term. 
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1. INTRODUCTION 
Blockchain is an upcoming technology already being active in 

the logistics and finance sectors. Several multinationals with 

processes in logistics are investigating how blockchain can 

support their processes and empower their organizations [2, 22, 

47].  

Blockchain is a digital ledger handling additions or adaptations 

of data in a chain structure [6, 19]. The digital ledger is saved 

at (all) users’ computers which makes everyone owner of the 

data. For privacy reasons, the data is made senseless by the use 

of hash codes to prevent every user to be able to see all data 

concerning other users [49]. 

Blockchain functionality can be extended by the use of smart 

contracts [8, 31]. Smart contracts are small pieces of code 

which will execute an action if a certain condition is met. Smart 

contracts are an interesting combination with IoT. It gives 

blockchain the ability to reach consensus between parties to 

execute an action if a given condition is met. According to 

Yuan, Xia and Chen et al. (2017), the use of smart contracts 

even has potential to automate trusted third parties’ activities, 

processes which were unable to be automatized before 

blockchain technology [11]. 

Several logistics processes can be supported by blockchain 

technology [27]. Due to the possible high potential of 

blockchain in (global) logistics, blockchain might be got in the 

position of being hyped over its true potential. Blockchain is 

even seen as a technology with the potential to be as great of an 

influence as TCP-IP was which laid the basis for the internet as 

we know it today [4]. A hype can cause organizations and 

researchers to overestimate the true potential blockchain can 

have in logistics and thereby be inaccurate in describing the 

true potential. Are the statements about blockchain in logistics 

part of a hype, or is blockchain in logistics a true game changer? 

To measure whether the current state of art is not overrating 

blockchain in logistics in terms of its potential, the research 

paper will identify whether current statements are reflecting the 

true potential of blockchain in logistics, or whether the current 

statements are influenced by a hype and are thereby not 

representing the true potential of blockchain. Following the 

above, the research question below will be central in the 

research paper: 

 

What is the true potential of blockchain technology for the 

logistics field? 

 

To get a complete picture of blockchain in general, blockchain 

in logistics, and to conduct a grounded answer to the research 

question, the following sub-questions are answered: 

 

1. What is blockchain and how does it work? 

2. Where and how can blockchain be applied in 

logistics? 

3. What is the potential of blockchain applications in 

logistics in the short term? 

4. What is the potential of blockchain applications in 

logistics in the long term? 

 

2. BACKGROUND 

2.1 Blockchain 
Blockchain is a database but differs from traditional databases. 

Traditional databases are active on one Database Management 

System which is saved at one or more places [35]. By design, a 

traditional database’s data can be altered by all users without 

the adaptations being traced [29]. Databases which are not 

secured properly can lead to users falsely changing or copying 
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data without being noticed. In traditional databases, this is 

usually prevented by building in restrictions to prevent false 

adaptation of data [35].  

Blockchain is a digital ledger handling blocks of transactions 

in a chain structure and is distributed over (all) users [6, 19]. A 

transaction is an addition of data. Transactions are collected in 

blocks which are added to the chain of blockchain. Those 

blocks are chained by referring to the hash of the previous block 

[6]. The hash value is a sort of ID of a block based on the 

content in the block [49]. A change within a block will lead to 

a change in the hash of the block which makes blockchain 

tamper-free [19]. This makes blockchain technology 

immutable by design. Blocks of transactions are verified before 

adding to the blockchain to ensure all data in the Blockchain is 

in line with the rules implemented in the blockchain [19]. 

Figure 1 is an example of how the structure of blocks in the 

blockchain could be implemented, including the type of data 

saved in the blocks [49]. TA is short for transaction and 

timestamping is a way to notate the time the block is added. 

Fig. 1 Blockchain example (Zheng et al. 2016) [49] 

 

2.2 Smart Contract 
Smart contracts are advanced transactions through the use of 

scripts in addition to the data of the transaction [8, 31]. The 

term “smart contract” is often referred to as a replacement for 

traditional contracts [38], instead of relating to its more general 

use. Smart contracts extend the use of blockchain by supporting 

conditions before or after executing a certain task. Ethereum is 

a blockchain example which supports scripts. This support can 

be used to implement financial derivatives in the form of smart 

contracts but can have other uses as well [8]. The further 

implementation possibilities of smart contracts will be 

discussed in the Literature Review.  

 

3. LITERATURE REVIEW 
The literature research is done to construct a SWOT analysis of 

blockchain, containing the strengths and weaknesses of 

blockchain and its environment. Also, the literature research 

gives an overview of currently investigated applications of 

blockchain in logistics, including examples in development. 

The literature research is done using the (digital) university 

library facilitated by the University of Twente, which includes 

databases of Scopus, Web of Science and Google Scholar. Due 

to the novelty of the field, more popular literature needs to be 

studied, including whitepapers and blogs. The literature 

research will be done in a structured manner, following the 

five-stage grounded-theory method to systemize the reviewing 

process [48].   

 

3.1 Blockchain SWOT Analysis 
To outline the true potential of blockchain technology in 

logistics, it is important to analyse the opportunities and issues 

of blockchain technology in general. To do so, the SWOT 

analysis technique is used to make sure the blockchain is 

analysed in a structured way. The SWOT is summarized in 

figure 2 given below. Each component of the SWOT analysis 

is discussed in the following sections.  

Fig. 2 SWOT Analysis Blockchain 

 

3.1.1 Strengths 
 

Decentralized Structure 

Decentralized refers to the lack of a central authority that 

maintains, validates and controls the system [4]. Blockchains 

are run by its members [19]. This structure implicates that the 

users of the system do not have to rely on a central authority 

that established trust [19]. Every action a blockchain does is 

executed by its members, which is intended to save costs and 

increase efficiency [49]. Besides, the decentralized structure 

opens doors to new decentralized business models and 

decentralized politics, though these applications are yet to be 

designed [12, 37]. 

On the contrary, Abramova and Böhme (2016) are a bit more 

sceptical. A survey they conducted revealed Bitcoin users see 

decentralization as the smallest benefit of blockchain [1]. The 

scepticism might be influenced by the application blockchain 

is used, since the Bitcoin does not fully exploit the possible 

advantages decentralized systems can have. Besides, Bitcoin 

users might not be interested in the techniques behind 

blockchain, but see blockchain as an investment platform to 

make money. Thereby the outcomes of the survey might not 

reflect the true value of the techniques behind blockchain 

technology.  

Transparency 

Traditional systems cannot cope with the demands of the 

complex supply chains. According to Kshetri (2018), there is a 

“severe lack of transparency and accountability across 

complex supply chains” [27]. A blockchain is a transparent 

system which solves that problem: every stakeholder has access 

to and maintains the same shared dataset creating a single point 

of truth [19, 22, 40]. Each user on a blockchain can choose to 

remain anonymous or provide proof of their identity to others 

[24]. It depends on the system how this evidence is given. In 

case of Bitcoin, this is given by a digital “signature” in the form 

of a hash code [33]. Transparency can increase trust by 

revealing all data in the blockchain, though it depends on the 

application of the blockchain whether that is desirable.  

Security Blockchain 

Single servers represent a single point of failure and raise data 

security concerns [19]. Though several methods exist to 

minimize the risk of being hacked and to minimize the effect 

of data breaches [32], there still is a risk for the database owner 

of a traditional database to give access to all data, once 
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breached by a hacker [22]. Besides, the intermediary of a 

traditional database can see all data, which leads to a trust 

requirement by the users in the intermediary [34]. To solve that 

problem, blockchains use cryptographic methods. Through the 

use of cryptographic methods, data which makes sense is 

encrypted into a series of number and letters. Because of that, 

users can see a hash code in the blockchain, but cannot see the 

data behind the hash code [19, 22]. Typically, only the users 

legitimized to the data can read the decrypted data [34].  

Besides, the consensus mechanism also causes an addition, 

change or deletion of false data to be rejected by the blockchain 

system. However, it is still to be researched whether this 

strength is a critical strength for users and if so, for what type 

of users. For example, elderly might find security more 

important than teenagers [26].   

 

3.1.2 Weaknesses 
 

Collaborations 

Valuable blockchain solutions require not only strong internal 

changes at intermediaries, but also new organizational 

collaborations [3, 14]. The organizations’ possible differences 

in culture and functionality goals for the blockchain system 

might differ. Thereby, blockchain systems which require 

collaborations could be harder to develop than traditional 

information systems.  

Security Blockchain 

Besides its unique security strengths given in the strengths 

section, blockchain technology also has security weaknesses 

which need to be dealt with. In 2010, organizations started to 

invest in computing power to mine in cryptocurrencies [49]. 

Nowadays, the Top 3 mining pools together own larger than 

51% of the hash power in the Blockchain network and 

BTC.com already has 29,6% of the total mining hash power 

[9]. The platforms might come to the point that they have 

enough power to reverse the blockchain and completed 

transactions. Though it is unlikely to happen, it can happen and 

users should be aware of the risk. Developers should solve the 

flaw in the system to prevent possible reputational and financial 

losses of blockchain technology as a whole.  

 

3.1.3 Opportunities 
 

Smart Contracts 

As there are more and more smart contract development 

platforms, more and more different smart contracts are under 

development [49]. Smart contracts have the potential to replace 

lawyers and banks that have been involved in contracts for asset 

deals depending on predefined factors [16]. Also, smart 

contracts might be used to control the ownership of properties 

in the future, both tangible (houses, automobiles) and 

intangible assets (shares, access rights) [34]. Use of smart 

contracts in these applications has the potential to significantly 

improve efficiency and transparency [6].  

Efficiency Improvements 

Blockchain has room for improvement when it comes to 

efficiency. In most cases, blockchain currently does the same 

actions more inefficiently than traditional databases [27]. The 

most well-known application of blockchain technology, 

Blockchain, is inefficient and has a massive cost base issue 

[34]. Nonetheless, according to Heutger et al. (2017) 

blockchain does have the potential to be an efficiently run 

system and is seen as a potential improvement compared to 

traditional databases [22]. This potential depends on the 

application for which blockchain technology is developed. 

Applications in logistics are examples of blockchain 

technology applied to improve efficiency by greatly reducing 

paperwork and bureaucracy [22]. The possible new 

applications to improve efficiency are an opportunity for 

blockchain to be more attractive for wide adoption.  

 

3.1.4 Threats 
 

Regulatory uncertainty 

Legal questions have to be solved to implement contracts and 

ownership on the blockchain [6]. Yet, it is not clear whether a 

legal contract registered on blockchain would be valid or 

illegal. The requirements for a contract or ownership of a 

blockchain should be globally set to prevent legal mistakes. 

Besides, if the blockchain system somehow fails, who will be 

responsible? Finding a solution to this problem should be done 

in close collaboration with scholars of law and will take a long 

time to evolve [24, 36]. The Dutch Blockchain Coalition made 

a to-do list for the development of blockchain in 2017. They 

include the investigation of possible threats of the current 

Dutch law system for blockchain and will investigate this 

further [15].  

Environmental security 

Besides the pros and cons of blockchain security described in 

the strengths and weaknesses sections, the environment of 

blockchain needs attention as well. The environment of 

blockchain exists of all applications communicating with the 

blockchain. Several central sites for cryptocurrency exchanges 

have been hacked in the past, resulting in a high number of lost 

crypto coins [24]. From January until June 2018, already three 

cryptocurrency exchanges have been hacked resulting in the 

disappearance of approximately 600 million euros worth of 

tokens [21, 45, 46]. Those hacks of exchanges should not be 

confused with breaches within blockchain technology, but still 

reveal a weakness and financial risk in the environment of 

blockchain technology. In the case intermediaries are involved, 

as is the case at trading cryptocurrencies, the organization has 

risks to be hacked and this should be taken into account. These 

hacks might not be applicable on every cryptocurrency 

exchange. These hacks could be incidents which are harsh 

lessons for improving security. However, it should be 

something to take into account, since breaches might have the 

risk of a global decrease of trust in blockchain technology.  

 

3.2 Applications Blockchain in Logistics 
In order to get a view on how blockchain can be applied in 

logistics, a literature review is done on applications of 

blockchain in logistics. The literature review gives an overview 

of current applications which are investigated and possible new 

applications which could be investigated in the future. The 

section is structured from most to least promising applications. 

The applications are first broadly described and are followed 

by a description of at least two examples of applications in 

practice.  

 

3.2.1 Track and trace 
Track and trace can broadly be seen as the registration of 

information of specific products within a supply chain. Using 
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blockchain, the track and trace of complex supply chains can 

be transparent and fully automated [4]. Track and trace by using 

blockchain technology has several benefits. First, due to the 

transparency, security and immutability of blockchain, 

consumers can trust the origin of (components of) the bought 

product [4]. This could be useful for organizations to show 

transparency of their process and increase trust of consumers in 

their organization, processes or products. It can also be useful 

to trace back failed products more efficiently, as is shown in 

the IBM and Walmart example. Besides, origin tracking by use 

of blockchain could be useful to give customers the ability to 

precisely track where their product comes from and whether a 

fair price is paid for the product [4]. An example of such an 

application is Bext360, which is developing a blockchain to 

track products such as coffee, cacao and palm oil with the goal 

to see whether the farmers were paid fairly [5]. 

Internet of Things (IoT) can be used to advance track and trace. 

Using IoT the current and past locations of products, packages 

and containers can be real-time tracked. Besides, IoT has the 

potential to enable real-time measurements of other variables 

such as temperature which might be useful for food or 

medicines [25]. To advance tracking, the IoT system can 

support GPS tags and chips, sensors and barcodes [27]. Modum 

and Gemalto are two examples of organizations who are 

developing a blockchain system using IoT for medicine use-

cases, though this paper will not elaborate on those use-cases 

[27].  

 

3.2.1.1 Examples 
 

IBM and Walmart 

IBM and Walmart are cooperating to develop an origin tracking 

solution. In case of foodborne illness, Walmart wants the ability 

to track a specific load of products back [43]. According to 

IBM and Walmart origin tracking is useful for recalling a load 

of ill products to prevent people from falling ill due to 

foodborne deceases [43]. The effective recall of a specific load 

of ill products would be an improvement compared to recalling 

the entire product line [27]. Besides, having less broad recalls 

could lead to maintaining current consumers’ confidence in 

products [13]. Currently, recalls at Walmart take approximately 

a week to complete [44]. Use of blockchain technology should 

lead to time reduced and more specific origin tracking to recall 

ill food loads faster and more precise. At February 2017, two 

pilots have been run and Walmart reported the first finished 

version could be ready “within a few years” [30]. May 31. 

2017, Walmart reported they managed to reduce the origin 

tracking time to minutes [23]. Walmart expects the origin 

tracking time to reduce to seconds in the future [44]. 

Ultimately, Walmart believes Blockchain could also reduce 

food waste if newly available data on shelf life is used as the 

parameter for supply chain optimization [39]. 

 

Everledger 

The proof of origin of high-value items is often identified using 

paperwork which can get lost or be tampered with [19]. In 

contrast, blockchain records are permanent and are immutable 

[22]. Everledger is a startup which tends to solve that problem 

by providing a blockchain-based solution for secured proofs of 

origins [22]. Everledger starts with diamonds and records a 

digital ‘thumbprint’ to uniquely identify a diamond [22].  A 

trader in diamonds should be able to identify the ‘thumbprint’ 

to determine whether the diamond is registered in the 

blockchain and thus fairly cut or is ‘blood diamond’ mined for 

the gains of war zones [42]. Due to both the tracking of the 

diamonds and the reduction in paperwork, Everledger would be 

an example which could be used in both the “Track and trace” 

section as the “Digitalize paperwork processes” section. 

However, the tracking is different from the track and trace most 

organizations investigate due to the tracking of diamonds 

focused on ownership. That is why the example is used here 

and not in the next section.  

3.2.2 Digitalize paperwork processes 
Following from the two examples explained below, 

organizations still use paperwork in some processes to register 

and process information. The processes include validation 

processes in which two or more parties are involved and 

registration processes including actions in which two or more 

parties are involved. To organize those processes efficiently, 

communication is key: At a shipping process of refrigerated 

goods of East Africa to Europe, the shipping requires validation 

of approximately 30 people and organisations must interact 

with each other on over 200 occasions [19]. Having the data on 

a blockchain would cause the right data to be accessible by the 

right stakeholder. According to Chu et al. (2016) and Morabito 

(2017), the problems associated with extensive paperwork are 

not limited to these specific use cases and can be extended to 

all kinds of trade flows [19]. Two examples will further explain 

the potential blockchain has in digitalizing paperwork to 

improve safety and efficiency. 

 

3.2.2.1 Examples 
 

Registration and validation processes: Customs paperwork 

There is room for improvement in the validation of files and 

information in port logistics. Costs of in trade-related 

paperwork processing are estimated to be between 15 and 50 

per cent of the total costs of physical transport [18, 30]. 

According to IBM and Maersk validation of paperwork at ports 

can save up to one-fifth of the total costs of shipping [28]. 

Earlier attempts to implement better tracking of products all 

stranded on the key problem of “mountains of paperwork” [27]. 

No wonder these parties are investigating ways to make the 

process more efficient and they started investigating 

blockchain based solutions in 2015 [28]. Until 2017, Maersk 

hopes to register one in seven of their container shipments on 

the blockchain – around 10 million boxes per year [18]. In 

January 2018, Maersk and IBM announced the intention to start 

a joint venture to further develop the blockchain technology for 

global trading [28]. Though not specifically stated, the decision 

to start a joint venture shows that IBM and Maersk see true 

potential in blockchain technology.  

 

Registration processes: Letters of Credit 

Letter of Credit (L/C) is under development by the BofAML, 

HSBC and IDA to be digitalized using blockchain technology 

in order to accelerate the paper-based process – a process which 

currently tends to take from a few days to weeks [22]. The 

platforms will be a platform to share information through the 

three parties involved – exporters, importers and their 

respective bank – and gives the possibility to automatically 

execute trade deals through a series of smart contracts [22]. The 

initiative should lead to a more efficient processing of 

documents, increase security by reducing errors, and increase 

convenience by providing all involved parties with a platform 

to communicate through [22].  
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Using blockchain solution Corda by technology consortium 

R3, HSBC and ING bank managed it to complete its first pilot 

of L/C in May 2018 [7]. The blockchain platform made it 

possible to transfer money from HSBC to ING bank, though it 

is unclear how the platform technically operates and what 

actions were performed automatically and what actions were 

performed manually [10]. Use of smart contracts is not 

mentioned and thereby can be assumed that advancement is not 

used. Concluding, the pilot is a start of the use of blockchain 

but does not yet use its full potential through smart contracts.  

 

Registration process: Bill of Lading 

The bill of lading is a document used for the shipper to know 

what cargo to transport and also functions as a contract [22]. 

Currently, the process is stuck in the paper phase, but still used 

due to its necessary details such as shipment description, 

quantity and destination, as well as how goods should be 

handled and billed in transport [22]. ZIM has conducted a pilot 

to digitalize the bill of lading [22]. During the pilot, the actions 

of issuing, transferring, and retrieval of original documents 

were successfully executed [22]. ZIM refers to it as the ‘Holy 

Grail’ of the logistics industry [41]. According to ZIM CEO 

Eyal Ben-Amram, the system should improve efficiency in the 

process [20]. Based on the contents above, one could say that 

the improvement is mainly to improve communication 

efficiency, giving different organizations access to the same 

documents and giving them a single point of truth. Thereby, 

actions based on the information are executed by the 

stakeholders using the system, making this system digitalize 

the process and is not an automation of the process.   

 

4. EXPERT INTERVIEW 
The literature review gives an overview of the most important 

applications of blockchain in logistics according to the 

literature. However, the literature review may not give a 

complete overview of all applications currently investigated by 

the industries. In order to investigate the industries’ opinions, 

experts in the blockchain and/or logistics fields were contacted 

and interviewed. The participants in the research were 

interviewed in a semi-structured order, which indicates 

interview questions were both set-up beforehand and generated 

on the spot depending on the answer a participant gives [17].  

The participants were interviewed for their opinions on the 

applications given in the literature review, as well as their 

general comments on the field they are expert in. For each of 

the applications discussed, their expected potential and time for 

adoption were asked. Also, all participants were asked for 

applications of blockchain in logistics not included in the 

literature research. The interviews should be an addition to the 

applications listed above, due to the addition of views from 

practitioners. 

Three experts were interviewed. Two of the participants are 

practitioners in applying blockchain in the logistics sector. 

These two experts are informed about developments of 

blockchain in logistics and take part in the development of a 

blockchain system. Thereby, the blockchain experts could 

share their knowledge of applying blockchain in practice, as 

well as their theoretical knowledge. One participant is an expert 

in logistics. As a practitioner in logistics, he might be informed 

about differences between logistics processes and might have 

the ability to identify inefficiencies within those processes 

which could be an addition to the applications described earlier.   

4.1 Outcomes Interview 

4.1.1 Blockchain in Logistics 
Blockchain is a fitting solution for situations with a need for 

consensus between multiple stakeholders which have a lack of 

trust in each other. The way blockchain can solve this, is 

through the concept of consensus, which is a solid due to its 

precise implementation possibilities of conditions. This is 

necessary since the parties do not fully trust each other and 

parties involved can implement their agreement in the 

blockchain system in detail. Deciding the conditions and 

deciding what data will be shared among the stakeholders can 

be a tricky negotiation, due to the lack of trust. This can result 

in the development of applications to be slowed down. Though, 

according to one of the experts in blockchain, there is no doubt 

blockchain will be a success in certain situations, due to the 

strong concept of reaching consensus.  

Blockchain is a fitting solution for the supply chain, since 

supply chains are, same as blockchain, decentralized by design. 

Though for blockchain to be necessary, there still should be a 

lack of trust in the stakeholders within the logistics processes. 

Otherwise, traditional methods could be a fitting solution as 

well, since there is trust the central stakeholder maintaining the 

system will not misuse its position.  

4.1.2 Applications blockchain in logistics 
The first application discussed with the experts is track and 

trace. Track and trace through blockchain technology could 

have the potential to improve a process which has not been 

improved for years. Traditional systems did not fit due to the 

lack of trust. The stakeholders within a supply chain have the 

same point of truth, which results in fewer communication 

problems if something goes wrong since all parties involved 

would ground their opinions based on the same data. The same 

point of truth is ideally created together, which implicates 

agreements have been made on the registration of the to be 

tracked item. Challenges within the track and trace process are 

the negotiations between stakeholders and is developing a 

system which guarantees the data on the blockchain application 

is true. What makes applying blockchain interesting is the 

ability to register real-time variables and automatization 

through smart contracts and IoT. Efficiency improvements 

following from the automatization is an important driver of 

developing blockchain technology.  

The second application discussed with experts is digitalization 

of paperwork. The discussion of this application resulted in 

different opinions among the participants. The logistics expert 

likes the solution due to the possibility of more efficient 

communication and the insurance of the right stakeholder 

having and sharing the right data, which makes the process 

more efficient. One of the blockchain experts thinks the 

solution is a decent one, though not a very exciting one due to 

the limited possibilities of automatization. It will make the 

process more efficient, but it will not have a disruptive effect. 

The other blockchain expert is sceptical and finds the solution 

not an innovative one. The expert thinks the digitalization of 

paperwork does not optimally serve the goals of the process, 

which is, in the case of Letter of Credit, the guarantee of being 

paid. There might be other ways to serve the goal without 

digitalizing the current paperwork by redesigning the process.  

4.1.3 Future Blockchain in Logistics 
All in all, the application of blockchain in logistics will depend 

on the negotiation speed between stakeholders, as well as the 

complexity of the to be developed blockchain solution. In some 

cases, blockchain technology already is ready to run and 

negotiating is the highest hurdle to take. Nevertheless, the 
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blockchain experts agreed on estimations for future 

applications of blockchain in logistics. They both indicated the 

end of 2018, beginning of 2019 as the period for the first simple 

applications of blockchain in logistics to start running. These 

are likely to be blockchain applications only registering certain 

information and thereby digitalize a process, but these 

processes are not yet an automatization of the process. One of 

the experts thinks the first more advanced applications will start 

running Q2 of 2019, while the other estimated more advanced 

applications Q3 of 2019 to start running.  

 

5. DISCUSSION 

5.1 Conclusions 
The paper identifies the strengths, weaknesses, threats and 

opportunities of blockchain technology by a literature review 

and identifies how blockchain technology can be applied to 

logistics by both a literature review and expert interviews. 

Following from this research, it can be concluded that 

blockchain technology has the potential to disturb logistics on 

the long-term, and has the potential to be applied on the short-

term. As both the literature review and expert interviews 

indicate, there is no doubt blockchain will be applied in 

logistics. Especially the potential of track and trace could be 

disturbing for the field of logistics, due to its automatization 

potential by the combination of IoT and smart contracts. Also, 

digitalization of paperwork has the potential to be useful, 

though is unlikely to disturb the processes given in the 

examples. As one of the experts indicates, for a disturbance the 

process should be redesigned and automated for optimal 

improvements in the process. However, according to both the 

other experts and literature review applying blockchain to 

digitalize paperwork does make the processes more efficient 

and thus can be useful for adoption. Besides, ways to automate 

the processes could be found in the future and could be built on 

the already developed blockchain technology.  

According to the experts, the term for adoption of simple 

blockchain applications to be applied in practice will be 

approximate Q4 2018, Q1 2019. Experts indicate the first 

blockchain systems in logistics seem to be finished. After 

testing of these blockchain systems, these systems can be used 

on the short term. However, negotiation between the 

stakeholders plays a role in the development of the system and 

might slow the development of blockchain applications. 

Nevertheless, more complex applications are expected to start 

running approximately Q3 2019. Concluding, both the short-

term and long-term potential of blockchain in logistics is high 

and blockchain is expected to run its first applications around 

the end of 2018, beginning of 2019.  

 

5.2 Practical and Scientific Relevance 
The practical relevance of this research is to give practitioners 

insights into the current developments of blockchain in 

logistics. The reader is informed by the various applications 

blockchain can have in logistics, including examples. Besides, 

practitioners are provided with an estimation of development 

time until simple and more advanced applications of 

blockchain in logistics will be applied. Also, the potential of 

blockchain applications is given broadly, for both simple and 

more advanced application. 

Scientists get an overview of the state of the current literature 

related to blockchain’s SWOT and related to blockchain’s 

applications in logistics. Besides, scientists can learn about the 

current thoughts about blockchain and its applications in 

logistics through the expert interviews.  

 

5.3 Limitations 
The research has a limitation in each core component. First, due 

to the quick developments in blockchain technology, the 

current literature review could be extended by recent literature. 

This is likely to result in an increase of useful information and 

thus will result in a more detailed discussion of the Blockchain 

SWOT and the applications in logistics. Second, the expert 

interviews sample is rather small. A larger sample of experts 

would have resulted in a more detailed answer to the questions. 

Also, the general opinion of practitioners could have been 

statistically supported if the sampling size is large enough. 

Third, the worked-out case studies (examples) could be 

explored in more depth by a broader research for sources and 

by an attempt to interview employees involved in the 

development of the case. 

 

5.4 Future Work 
While doing this research, several new research questions came 

to mind which might be interesting to investigate. The goal of 

this research was giving the reader an idea of when and how 

blockchain could have a role in logistics. As given in this 

research, blockchain could have a rather dominating role in 

supporting complex supply chains by track and trace and by 

registration and validation of files which need to be accessed 

by multiple parties. As a result of this research, two main future 

research subjects come to mind.  

First, research could focus more on new applications of 

blockchain in logistics in the future. As this research focuses 

on describing current applications of blockchain in logistics a 

blockchain’s strengths and weaknesses, possible future 

applications would be interesting to use for a more advanced 

overview of blockchain applications in logistics.  

Second, the applications of blockchain in logistics could be 

ordered from simple to advanced implementations and linked 

to an example in practice. The link between techniques within 

blockchain technology and logistics can make the examples in 

practice clearer. To do so, the model of Iansiti et al. could be 

applied in the field of logistics [24]. Besides, logistics processes 

might be easier to test on implementability by blockchain, since 

the research methods should cause the building blocks to be 

sorted systematically and all possible advantages of the 

techniques to be stated specifically.  

Third, this research goal could be worked out in more detail by 

the generation of indicators which might influence the 

development duration of blockchain in general and blockchain 

in logistics. These indicators could be applied to the several 

applications of blockchain in logistics to get a more structured 

and detailed description of each application and its 

development curve. Besides, these indicators may also be 

applicable to applications of blockchain in other fields than 

logistics, which could be investigated as well.  
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