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Table 1 Dataset grouping results. 

 

Fig. 1. Diagram of the data processing pipeline used for threat reference extraction.
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Figure 2 Distribution of retrieved HTTP Response Codes.

Figure 3 Distribution of MIME Types in Combined Dataset by 
Domain Count.
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Figure 4 A collection of pie charts depicting the distribution of domain names and TLDs for every dataset numbered from Top to bottom (4.1-4.6)
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Figure 5 Evolution of top Domain Names (by Percentage) ENISA Dataset Figure 6 Evolution of top Domain Names (by Count) ENISA Dataset
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Figure 7 Distribution of top 50 domain names by occurrence in 
Combined Dataset 

Figure 9 Distribution of top 50 domain names by occurrence in ENISA 
Dataset 

 

Figure 8 Distribution of top 50 domain names by occurrence in Joint 
CSAs (Multiple Countries) 

Figure 10 Distribution of top 50 domain names by occurrence in Joint 
CSAs (US agencies) 


